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- Data format

- Data storage

- Data security



Key points of the X-ray CoreLab
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• X-ray CoreLab anchors lab-scale X-ray diffraction 

methods on an institutional and cross-cutting level

• Various and complementary X-ray diffraction 

method for internal and external users

• Over 100 registered internal and external users 

from academic and industrial institutions

• Expert scientists for keeping the lab up-to-date and 

sharing knowledge and experience

• Central management of scientific databases and 

user support with evaluation software 

• Annual X-ray school
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The X-ray CoreLab is supervised by a Steering Committee

Susan Schorr, chair (EM-ASD)
Christoph Genzel (EM-AME)
Roel van de Krol (EE-IF)
Bella Lake (EM-AQM)

LMC
Michael Tovar, 

René Gunder

WCRC
Christoph Genzel
Manuela Klaus
Roland Mainz
Katherine Ann Mazzio

Mission statement



X-ray CoreLab Lise-Meitner Campus
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User Allocation internal/external (2018-II)
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Instrument utilization 2018-II

6



Booking calender

Booking calendar IGAMA



Instrumentation @ LMC

Bruker D8 Advance for analysis of thin films and powder diffraction
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Bruker D8 for X-ray powder diffraction

X-ray tube

Sample changer

Detector

Collimator
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Waterfall plot of temperature induced phase transition of KNO3

in-situ X-ray diffraction
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Main data format is commercial

Bruker: .raw-binary file, with converter-Software to xy-file

Panalytical: -xrdml-ASCII-file, convertion to xy-file 

Data format

Problems:

- Data format depends on measuring methd /instrument)

- Header (meta data) is lost during convertion process
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Data are stored on hard drives on 

individual instrument PC in user folders:

The good:

- Uncomplicated system

- Web access via intranet

- No USB-Stick needed

The bad:

- Open structure: user can see data from 

other users

- Delocalised data

- No access from outside of HZB

Data management
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Regular and automatized data backup via net-backup

The good:

- Unkomplicated management (set-it-and-forget-it)

The bad:

- Who is really responsible for the data? DV, Lab responsibles, Users?

Data back-up
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What will be needed to be done…

Open issues:

- Individual and secure data environment: 

Users should only be able to see the own data but not data from other 

users

- Users should see all own data from all instruments

- Data access independent from hardware (cloud)

- Meta data should not get lost

- Responsibility for data storage and access
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Open issues:

How to do this and who is going to do it? 

Thank you for your attention.

What will be needed to be done…


